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Position Description
	Date of Creation:  Updated September 2017

	Position Title: Senior Manager IT Service Continuity Management

	Division: Business Enablement Services

	Team: Risk and Controls

	Location: Adelaide

	Reports To Position: Head of Business Enablement Risk and Controls

	Direct Reports: Nil


Organisational and Position Overview

Business Enablement Services Risk and Controls assist the business make informed choices about risks to systems and information. IT Service Continuity Management ensures that appropriate testing is performed for the recovery of Tier 1 systems across the Bank. This safeguards existing business and helps leverage new opportunities in a confident and secure manner that form the basis of success for our customers, people, partners and communities. 
	Part A: Job Specification


Job Purpose

To deliver effective IT service continuity services for the Bank your position will provide support and leadership to the function and team, ensuring that appropriate controls are in place around Service Continuity Management and Service recovery testing.
Reporting & Relationships

The position will provide support and leadership to the Head of Business Enablement Risk and Controls and drive the continual improvement for the processes within IT Service Continuity Management.
Key Accountabilities (6 – 8)
	Key Result Area
	Accountability

	IT Service Continuity Service Delivery
	· Develop and maintain an IT Service Recovery Plan encompassing all critical IT services to be recovered in the event of a disaster. 

· Provide guidance to support areas to assist in the development, maintenance, review and testing of service recovery plans for critical IT services.

· Plan and Coordinate IT Service Recovery testing for critical IT services.

· Work with Technical teams including Project Managers as an Advisor in the design, planning and execution of service recovery testing. 

· Provide support to the IT Change Management process to ensure consideration of IT Service Continuity and Service Recovery.

· Ensure Business Continuity plans are maintained and Business Impact Analysis (BIA) is undertaken annually by Business Enablement business units facilitating with relevant line managers and SMEs.

· Work collaboratively with the Business Continuity Management team to ensure cohesive delivery of the overall continuity management function within the Bank.

	IT Service Continuity Program
	· Drive the continuous improvement of the IT Service Continuity program and align maturity of services against industry practices and business requirements.

· Develop and maintain IT Service Continuity framework, charter and policy supporting the business strategy. 

· Provide visibility and awareness of the IT Service Continuity program to relevant staff.

· Provide reporting and metrics relating to the IT Service Continuity program and onward reporting of key activities to senior management and Executive.

· Participate in and ensure appropriate management response to internal and external audit activities that relate to IT Service Continuity.

	Leadership
	· Encourage team members to manage and adjust their own performance in line with the Bank’s and the Department’s Vision.

· Lead by example in demonstrating clear support for the Bank’s vision.

· Promote a full exchange of ideas, participate in group discussions and encourage others to participate.

· Provide leadership across the team by sharing knowledge, supporting the development of team members and constructively challenge the status quo in order to deliver superior outcomes.

	Customer & Partner Service
	· Communicate effectively to build and sustain working relationships with internal and external customers.

· Work closely with the technology functions and business units to provide IT service recovery consultancy and expert guidance in assisting them to make informed decisions regarding risks and appropriate levels of control.

	Risk
	· Proactively monitor processes and employees to ensure risks are identified, managed and escalated on a timely basis with the completion of risk registers and the identification of emerging risks and reporting of loss events or incidents of non-compliance.

	Values
	· Demonstrate consistent behaviour in accordance with the Bendigo and Adelaide Bank Values of Teamwork, Integrity, Performance, Engagement, Leadership and Passion.


	Part B: Person Specification (Minimum Requirements)


Qualifications, Knowledge & Experience
Experience required:

· Demonstrated experience in a senior-level or progressively responsible IT service recovery role or related business continuity or technology role.

· Ability to embrace tasks unsupervised.

· Possess a high level of problem determination and resolution skills.

· Practical experience in continual improvement methods and techniques.

· Proven client relationship customer focused experience.

· Proven experience in building sustainable relationships, and
· Experience in professional report writing and delivery of presentations.
Qualifications:

· Relevant tertiary or professional qualifications preferred, supported by practical work experience in this or a similar field. 

· Desirable to possess industry certifications (e.g. ITIL Foundation V3 etc.) or willingness to attain, and
· Membership and participation in related professional organisations such as ISACA.
Technical & Business Skills

· Strong leadership, people development and management abilities.

· Good interpersonal and written communication skills.

· Influencing and negotiating skills at all organisational levels.

· Ability to work under broad direction and effectively manage expectations of multiple stakeholders in a complex environment.

· Practical understanding of risk, and
· Practical knowledge of IT service recovery.
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