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	Position Description Template
[ALL CALVARY SERVICES/SERVICE]
Version: [Version]


	Position Title:
	Cloud Engineer

	Position Number:
	
	Cost Centre:
	

	Site/Facility:
	National Office

	Department:
	IT and Digital

	Enterprise Agreement
	Salaried Position

	Classification:
	Salaried Position 

	Reports To:
	National Cloud Manager 

	Date of Preparation:
	[]
	Date Updated:
	

	Primary Purpose

	Calvary is undergoing an exciting business transformation to place us at the forefront of healthcare and achieve our ambition to be the health, community and aged care provider of choice. The Calvary digital transformation and ITD modernisation roadmap includes investing in Cloud Platforms and Services.

The Cloud Engineer plays a critical role in designing, implementing, and maintaining our organisations cloud infrastructure. You will leverage your expertise in cloud technologies and collaborate with cross functional teams to ensure the reliability, scalability, and security of our cloud-based systems.

	Organisational Environment

	Founded in 1885 by the Sisters of the Little Company of Mary, Calvary is a charitable, not-for-profit, Catholic health care organisation. Our mission is to provide quality, compassionate health care to the most vulnerable, including those reaching the end of their life. With over 18,000 staff and volunteers, we have a national network of 14 Public and Private Hospitals, 72 Residential Care and Retirement Communities and 19 Community Care service centres
Calvary continues the mission of the Sisters of the Little Company of Mary, a mission focused on caring for those who are sick, dying and in need.  We express our values of hospitality, healing, stewardship and respect through “being for others” exemplified by the Spirit of Calvary and the example of Venerable Mary Potter.
As an equal opportunity employer, we value diversity and are committed to fostering a workplace that is respectful, welcoming and inclusive where people are supported to draw strengths from their identity, culture and community. We value the integral dignity of each person and we encourage applications from First Nations peoples, people living with a disability, LGBTIQ+ people, people who have come to Australia as migrants or refugees and veterans.





	Accountabilities and Key Result Areas

	Role specific
Clouds: AWS (full cloud services) and Azure (AAD Connect, Entra ID and Privileged Identity Manager)
Infrastructure development: Deploy and configure cloud infrastructure components such as virtual machines, containers, storage and networking resources according to best practice and project requirements.
Automation: Develop automation scripts and templates, use image libraries, infrastructure as code (IaC) tools (CloudFormation, Terraform, Ansible, etc.) to automate the provisioning, configuration and management of Cloud resources using GitHub and GitHub Actions.
Monitoring and Alerting: Implement monitoring solutions to track the performance, availability and utilisation of could services. Configure alerting mechanisms to proactively identify and address issues.
Security Implementation: Implement security controls and best practices to ensure integrity and confidentiality of data in the cloud environment.  
Scalability and Optimisation: Optimise cloud infrastructure for performance, scalability and cost effectiveness.  Implement auto scaling, load balancing and caching mechanisms to handle varying workloads efficiently.
Backup and recovery: Design and Implement back up and disaster recovery solutions to ensure data protection and business continuity. Develop backup policies, schedule backups and test recovery procedures regularly. 
Documentation: Create and maintain documentation for cloud infrastructure, including solution designs, configuration guides and operational procedures.  
Troubleshooting and support: Troubleshoot issues related to cloud infrastructure, including performance degradation, connectivity issues and security incidents. Provide timely resolution and support to minimise downtime.
People and Culture:
· Practice in accordance with Calvary and relevant Government Health policies and procedures, the position description, Code of Conduct and industrial agreements. 
· Work in accordance with the mission and vision of Calvary and actively participate in developing a culture that promotes Calvary’s values of healing, hospitality, stewardship and respect. 
Excellence in Care: 
· Adhere to Calvary National Information Technology Policy and Procedures.

Service Development & Innovation:
· Using innovative technology solutions to advance the needs of the business.  
· Enhancing business processes through efficiencies brought by technology.

Wise Stewardship
· Take reasonable care of your own health and safety and the health and safety of others in the workplace.
· Comply with relevant Calvary WHS policies, procedures, work instructions and requests.
· Report to your supervisor any incident or unsafe conditions which come to your attention. 
· Observe any additional requirements as outline in Calvary’s WHS Responsibilities, Authority and Accountability Table (published on Calvary intranet). 

Community Engagement:
· Conducting thorough consultation with sites to assist with the formation of best practice and assist with standardising them across Calvary. This may be in the form of providing recommendations, training or documentation.
· Working with business and technical teams to understanding their needs to deliver effective solutions.
· Communicate and work with key stakeholders in relation 
· Build and maintain relationships with internal customers and external providers/vendors. 


	Key Relationships

	Internal:
	· National IT Teams
· National Home Care Teams
· National Virtual Care Teams
· National Clinical Teams
· National Aged Care Teams


	External:
	· Application Vendors
· Managed Service Providers
· Government Bodies
	

	Position Impact

	Direct Reports:
	None

	Budget:
	Click here to enter text.

	Selection Criteria

	Essential 
ESC1:   Proven experience in cloud engineering or related roles, with hands on experience deploying and managing cloud resources
ESC2:   Proficiency in AWS Cloud (2+ years) and Azure (AAD Connect, Entra ID and Privileged Identity Manager) with relevant certifications.
ESC3:   Experience with Infrastructure as Code (IaC) tools – Cloudformation and Terraform)
ESC4:   Strong understanding of networking, security and compliance principles in cloud environments
ESC5:   Excellent problem solving, analytical and communications skills
ESC6:   The ability to articulate complex technical issues clearly
Desirable
DSC1:   Experience with migrations from on-premises to Cloud
DSC2:   Experience in Healthcare 


	Approvals 

	Job Holder’s signature:
	Date:

	Manager’s signature:
	Date:
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